Easy to Inspect

check, report analyse

User rights, roles and usergroups
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1. Purpose of this document

To provide you with details on setting the user rights within Easy to Inspect.

2. Introduction on the user rights in Easy to Inspect

Before we explain how you can define the user rights within Easy to Inspect, we will explain terms
we use within our tool. You need this basic understanding of our default settings, before you start
changing or adding roles and groups.

User rights

Within Easy to Inspect a user can have different user rights:

C: Create: for instance, create an inspection, an action, an analysis

R: Read: for instance, read an inspection report

U: Update: for instance, edit an inspection report, complete an action report, change an
analysis

D: Delete: for instance, delete an inspection report or an action report.

Roles

The user rights are linked to roles within Easy to Inspect.

As a default we have defined 5 roles within Easy to Inspect with preset user rights. But specific
organisations might create additional roles, to limit specific features of Easy to Inspect to their
users.

Default Roles within Easy to Inspect:

System Admin: The user with this role can manage the account, the subscription and the
users for the organisation.

Checklist Admin: The user with this role can make and manage the checklists (templates) for
the organisation.

Inspect: The user with this role can do inspections (Mobile and Web) and access and
manage their own inspections results.

Actions: The user with this role has access to the actions resulting from his/her own
inspections and can manage these actions.

Analyse: The user with this role can use the analyse reports based on the data of all
users.

The person who starts a trial account within Easy to Inspect will be assigned the 5 roles
automatically.

Every additional “full user” within the account will be assigned the roles Inspect and Action.
Every additional “action only” user, can only take actions on assigned nonconformities.
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Default features within the roles:

Role User rights that can be selected at this role

System Admin | @ The user can manage the organisation.
The user can manage and modify the subscription.
The user can create, modify and delete users.
The user can create and manage roles and user groups.
Checklist The user can create, modify and delete checklists for the organisation.
Admin The user can test unpublished checklists on the app.
The user can create, change, and delete organization-specific filters.
The user can create, change, and delete organization-specific reason
codes.
The user can manage automatic sending of inspection report based on
filters.
The user can manage automatic sending of action reports based on
filters.
The user can schedule automatic reminders for inspections.
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Inspections @ The user can perform inspections via the Mobile App and the Website.
The user can create actions via the App (automatic background function
with the OKNOK or score question, to be set per checklist).

The user can send an email with an action report or inspection report
(automatic background function, to be set per checklist).

@ The user can read the own inspection data.

@ The user can create reports of own inspections (including creating PDFs,
exporting to Excel, and sending emails).

@ The user can adjust own inspection results.

@ The user can delete own inspection results and all the corresponding
data.

Actions @ The user can assign actions resulting from own inspections.

@ The user can read actions resulting from own inspections (including
creating PDFs, and exporting).

@ The user can execute actions.
The user can execute verifications.

@ The user can delete actions resulting from own inspections.

Analyse @ The user can create analyses with the inspection data of all users.

@ The user can view and print these analyses.
@ The user can adjust the analyses-settings.
@ The user can delete these analyses.

Note: The tick box will link the rights to the role. The roles System admin and checklist admin / application link all
rights to this role at once.

The System Admin can create new roles with specific features of Easy to Inspect.

Once the roles are established (the 5 default roles are defined as displayed above), users can be
linked to the roles.
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3. Groups and permission on groups

Organisations might be divided in multiple functional entities that operate apart from each other
with Easy to Inspect. Because of geographical location, departmental activities etc.

A user with the role ‘Inspections’ can carry out an inspection, view and modify own inspection
reports. The user with the role ‘Action’ can create action reports that result from own inspections,
execute actions etc.

But these users of Easy to Inspect don’t have access to the reports of other users. And they
cannot read action reports of other users and assign actions of other users.

Several organisations would like supervisors or coordinators, to have access to the inspection
results and actions of employees within their team. It is possible to do so with the ‘Group’ function
of Easy to Inspect.

It is possible to define groups of users and assign users to these groups that have permission on
the inspection reports and nonconformity reports of other users that are part of this group. With
such a set up, you can ensure that some users have access to all inspection reports, but other
users can only access the reports of the group to which they were permitted. The users within the
group themselves can only see their own inspection results.

Example
Let us explain this with an example:

In the following organisation chart a small company is presented working on the same activities
but in two regions.

Assitan

QHSE

manager
Mamadou

North Planning South

supervisor coordinator supervisor

Assistant

The basic role set up of Easy to Inspect is followed in this organisation:
e System admin

e Checklist admin

e |nspect
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e Action
e Analyse

In all cases, each individual users with the roles Inspect & Action have the authority to create and
modify their own inspections, assign actions on nhonconformities of own inspections to other
users. If you would like to allow certain users to view or even modify reports of other users, you
must create a group and allow specific users the permission to view or modify these reports.

Forinstance:

1. Create a group North and South.

2. Define which users are entitled to manage results or actions of other users within the group.
For instance, select Samuel as entitled user regarding the members of group North and select
Danielle as entitled user regarding group South.

3. Define the permissions of the entitled user. What can the entitled users do with the reports of
other users? For instance, modify inspection results (only possible if the checklist setting
allows such), view or assign actions resulting out of inspections of other users etc.

4. Selectthe group members. These members are just grouped together. The users that are
grouped together do not have the permission to view or manage the results or actions of other
users in the group. That permission is only attributed to the entitled users (see step 2). Inthis
example you would group the inspectors Luke and Lisa and supervisor Samuel to group North
and inspectors Robert and Huw and supervisor Danielle to group South.

5. Furthermore, it would be convenient if the planning coordinator Casper can access the
inspection reports of the members of both groups. So, grant Casper permission to the
members of group North and South (step 2).
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Group: North Group: South

Role: Inspect,

Action, Analyse

Role: Inspect,
Action, Analyse

Role: Inspect,
Action, Analyse

Danielle

Role: Inspect,
Action, Analyse

Role: Inspect,
Action, Analyse

Role: Inspect,
Action, Analyse

Role: Inspect,
Action, Analyse

Member of the group Permission on the group
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4. Create new user

First you have to create a new user.Start at the main menu in the left bottom setting section.
Select settings.

{:‘9} Settings

Then select ‘my users’

Settings
© My checkiists
My company

E; My subscription

2 My users
fg3 My groups

The select ‘new user’

My users

@ Easy to Inspect

EN v Brad v

B menu
6 0/30
Selection Action only users
8, New user
Select name Name Email Usertype Roles and usergroups 2-factor st updated State
(created)
— ) Roles: Inspect, Take action, Analyse 01-01-2025 09:36
; = v | Assitan Lecler assitan@steelcorp.nl Normal g ' Active
i o = q @ Pl 5 User groups: (01-01-2025 09:36)
=< ema prad@stosleorp.ni Normal Eules: Sys!efr\A}l\idrv\n‘”(:hetl‘(us( /:‘n@n,lllnsp:cl, Take action, Analyse ;1;});3;:;;}095;_3312) et
e ser groups: Admin all results, Admin all noks -
Al o = casper@steelcorpnl Roles: Inspect, Take action, Analyse 01012025 09:38
= Casper Lemarque per@: ol 5 Normal \ycar groups: (01-01-2025 09:38) e
Select state Roles: Inspect, Take action, Analyse 071-01-2025 09:40
= ielle Pil danielle@steelcorp.nl : : ' - Acti
i = Danielle Pilitzer @ Pl 53 Normal \ycer groups: (01-01-2025 09:40) e
Active v
— Roles: System Admin 01-01-2025 00:37
= mamadou@steelcorp.nl Acti
= Mamadou Loupatty @ PAIED Nermal o oroups: (oro1202500:37)  °
— Roles: Inspect, Take action, Analyse 01-01-2025 09:38
= v | samuelloscalzo  samuel@steelcorp.nl Normal g ' Active
= @ Pl 3 User groups: (01-01-2025 09:38)
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Personal Information

Your username and sign-in email. We will use this email for a
password reset request.
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Other settings

The user type of this user and the preferred language of the user.

Security settings

Password and 2-factor setting

Cancel

Help guide user rights v2
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You then can start defining your new user.

You have to select what type of user, your new user is. Should the user be able to inspect or have a
coordinator role? Then the user must be a normal user. If the user only needs to manage actions
that are assigned to him/her, then the user should be a Action only user.

Once you selected the normal user type, additional fields will appear,

Name
Luke Gray
Sign-in email

luke@steelcorp.nl

User type

| Select user type v |

Select user type

Take actions only

Password
Password confirmation

Require 2-factor authentication (2FA) for this user

issue 2- Page 7 of 24
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@ You have to define if the user must login with 2 factor authentication.

@ Include the email address or addresses to whom the inspection reports must be send

@ Fillin the roles the users must have. In this case inspect, take action and analyse. More roles
can be selected by combining the CTRL button and your mouse.

@ Save your settings

Security settings Password

Password and 2-factor setting

Require 2-factor authentication (2FA) for this user
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Devices

R App version Manufacturer Operating system Last seen
Overview of the current devices of the user

Report settings E-mail the results to (separate multiple email addresses with a semi-colon)

Settings for the reports
9 P luke@steelcorp.nl

Report remarks

Include here the qualifications of your inspector or include other inspector relevant information (non mandatory field)

Roles and Usergroups Roles and usergroups

Select the required role(s) and usergroups -
q (s) group: Roles
System Admin
Checklist Admin

Inspect
Take action
Analyse

User groups
Admin all results
Admin all noks

@ Cancel
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Once saved, you’lll find your user in the overview of active users. The assigned roles are displayed.

Easy to Inspect

check, report analyse

" 12 |[ 10715 || 2730
| Selection J Normal users Action only users
Name Email User type Roles and usergroups

= v Assitan Leclerg assitan@steelcorp.nl &3 Normal 5:';2::?;2?[‘ Taka action, Analyse (U;?J;?ZODZZSS(?B?:B) Active
= v Audrey Whitaker audrey@steelcorp.nl Take actions only ~ Take actions only ?;fgff;zss—‘?oo&) Active
=v osescann o St oo pogasso gl o,
= v Casper Lemargue casper@steelcorp.nl E,' Normal 52';2::1'::[‘ Teke action, Analys ?;;?;;?205255(?93;8) Active
= v Danielle Pillitzer danielle@steelcorp.nl Normal 3‘;‘::;::1?5?‘ Take act ?J;?J;?ZODZZSS(?E?O) Active
= v Eva Jankoski eva@steelcorp.nl Take actions only  Take actions only ?J;?J;?ZODZZSSW:}OOD‘IA) Active
= v Huw Song-Ta huw@steelcorp.nl El) Normal 5::2::1??[‘ Take action, Analys ?;;?5;7220022551‘1000022) Active
= v Lisa Nielsen lisa@steelcorp.nl El) Normal 5:'::;::122?[‘ Take action ?J;?J;_ZZDDZZS;:)OD;“ Active
= v Luke Gray luke@steelcorp.nl (7 Normal 51?;::1':::[‘ Take action, Analyse (=} ?;f;fzooz 255(?95;7) Active
= v Mamadou Loupatty ~mamadou@steelcorp.nl & Normal 3::2.‘50&‘:;:?1 Admin ?J;?J;?ZODZZSS(?ES;H Active
= v Robert Fisker robert@steelcorp.nl £4 Normal 5:';2::?;2?[‘ Take action, Analyse ?Jfgf;;:ﬁ“?oo;" Active
= Samuel Loscalzo samuel@steelcorp.nl [ Normal Roles: Inspect, Take action, Analyse 01-01-2025 09:38 P

Help guide user rights v2
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5. Roles

5.1 Change arole

Select the settings menu: “My groups” Seftings

i i My checkli
Note: If your menu does not show this option, you are not B} fijresii

the account administrator or another user who has been My company
aSSigned this role. E; My subscription
) My users

—) 52 My groups

The “Roles”-menu will be displayed with the 5 default roles as defined in Easy to Inspect.

<

Roles <=

A role is a group of permissions on system functions of Easy to Inspect. Roles are used to group permissions for easy user management. A user account can be assigned to one or more roles. Roles
apply to the data of the user.

\

/_ “ System Admin
- System Admin
— Checklist Admin
= v
— Checklist Admin
= Inspect
Inspect
— Take action
= v
Take action
= Analyse
\_ Analyse /
User groups

A user group grants access to the inspection data of other users and defines the type of access level (create, read, update, delete). A user group defines wat an entitied user is allowed to do with the
data of other users (view, edit, delete, etc.). For example to view, edit, delete results of other members of your team.

hd Admin all results

v Admin all noks
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If you would like to edit the rights attributed to a Role select “edit”.

For instance, change the rights of the role Action by disabling the right that nonconformities that
have been observed during an inspection can later be deleted.

Select “Edit” in the line ‘Actions’ - Take action

Take action

0 "
9, Edit
W Delete

A screen will be displayed with 3 tabs.

a. Thefirsttab explains the role

b. The second tab displays which users have been assigned this role

c. Thethird tab displays all the permissions that come along with the role.

Select the tab “Permissions” @

Role info Users to whom this role is assigned Permissions

A role grants access to system functions. A user can have one or more roles. Define a unique name for the role. You can add a description of the role.
Name of the role

Take action

Description of the Role

Take action

@ Ganeel

Then you can go to the action section and change the permissions of this role.
Save your settings

Remember: now this permission is changed for all users with this role.

If you would only like to restrict the permissions to a part of users, you have to define a new role
yourself.

Actions

v

The user can assign actions resulting from own inspections.
The user can read actions assigned to him/her (including PDF creation and export to excel).

. The user can execute actions.
The user can execute verifications.

= The user can delete actions resulting from own inspections.

Actions

™

The user can assign actions resulting from own inspections.
The user can read actions assigned to him/her (including PDF creation and export to excel).

. The user can execute actions.
The user can execute verifications.

-> O The user can delete actions resulting from own inspections.
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5.2 Assign arole to auser
If you would like to assign a role to a user, this can be done in two ways.
The first way is demonstrated in the create a new user menu. IN this menu you can later always

edit the roles assigned to a user.
The second way is via the ‘My groups’ menu.

5.2.1 Assign via the Role menu

Select the settings menu: “My groups” @) settings
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) ) © My checkiists
Note: If your menu does not show this option, you are not

the account administrator or another user who has been
assigned this role. B3 My subscription

My company

22 My users

—) % My groups

The “Roles”-menu will be displayed with the 5 default roles as defined in Easy to Inspect.

P

Roles <=

A role is a group of permissions on system functions of Easy to Inspect. Roles are used to group permissions for easy user management. A user account can be assigned to one or more roles. Roles
apply to the data of the user.

System Admin \

System Admin

Checklist Admin
Checklist Admin

Inspect
Inspect

Take action
Take action

Analyse

Anolyse /

/E
\E

User groups

A user group grants access to the inspection data of other users and defines the type of access level (create, read, update, delete). A user group defines wat an entitled user is allowed to do with the
data of other users (view, edit, delete, etc.). For example to view, edit, delete results of other members of your team.

v Admin all results

v Admin all noks
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If you would like to assign or deselect users to a Role select “edit”.

For instance, change the users that have been assigned with the role Action.

Select “Edit” in the line ‘Actions’ — . Takeaction
- Take action
2, Edit
] Delete

A screen will be displayed with 3 tabs.

d. Thefirsttab explains the role

e. The second tab displays which users have been assigned this role

f. The third tab displays all the permissions that come along with the role.
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Select the tab “Users to whom this role is assigned”

Rele info Users to whom this role is assigned Permissions

A role grants access to system functions. A user can have one or more roles. Define a unique name for the role. You can add a description of the role.
Name of the role

Take action

Description of the Role

Take action

@ Cancel

Now you can select or deselect your users by clicking on the arrows.

Role info Users to whom this role is assigned Permissions

Please choose which users have this role.

Available users Selected users
\:Mamadou Loupatty [B] \ \E| Brad \
\ [<] Assitan Leclerg \
\ [c] samuel Loscalzo \
5 \ [c] casper Lemarque \
@ \: [<] Danielle Pillitzer :\
\ €] Luke Gray :\
‘: [] Lisa Nielsen :‘
‘: IZI Robert Fisker :‘
‘:f IZI Huw Song-Ta \‘

Now you can select or deselect users. Don’t forget to save your setting.
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5.2.2. Assign via the My user menu

Once arole is created, you can assign the role to a user. Settings
This can be done via the “My Groups” menu but also via the

My checklists
“My user” menu. ©

My company

Eﬁ" My subscription

) 2 Myusers

ron My groups
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When you open the “My User” menu, the users in your account will be displayed.

In the user overview, assigned roles and entitled groups are displayed per user.

If you would like to set or change the roles (and or user groups), you select edit via the ‘Action’
button. T

12 10/15 2/30
Selection | fiNormal users

Action only users

Name Email User type Roles and usergroups 2-factor I('::;:::)a ted State
= v Assitan Leclerq assitan@steelcorp.nl F_, Normal :ZI:'S;:?::[’ Take action, Analyse ?;;?;;?2‘102255?93;5) Active
= v Audrey Whitaker audrey@steelcorp.nl Take actions only ~ Take actions only ?(}fu‘lfzﬂuzzss?oo;ii Active
=] = et e DoSnAn s e T e ORT0R

y
= v Casper Lemarque  casper@steelcorp.nl [ Normal 3:';2::1‘:?’ Take action, Analyse ?;;?J;_Z;UZZS;‘?;:B) Active
rgo Edit danielle@steelcorp.nl E‘, Normal ;‘;‘::;l:i‘;?t’ Take action, Analyse ?;;?;;?;]02255(?94400) Active

,9“ Assign checklist

N 01-01-2025 10:04 .
eva@steelcorp.nl Take actions only ~ Take actions only Active

\g Disable (01-01-2025 10:04)
= Vv Huw Song-Ta huw@steelcorp.nl E Normal :ZI:'S;:?::[’ Take action, Analyse ?;;?;;?;1022551:)00;2) Active
= v Lisa Nielsen lisa@steelcorp.nl £7 Normal 5:'::;::?;&:[’ Take action, Analyse :]qu‘lf;;:;?ooo‘ln Active
= v Luke Gray luke@steelcorp.nl El) Normal E‘;I:Is;lzil:‘e:[’ Take action, Analyse ?gf;f;;:;g;:ﬂ Active
= v Mamadou Loupatty ~mamadou@steelcorp.nl & Normal 3:';5;3:::(" Admin ?;;?J;_Z;Uzzssc‘:)g;;ﬂ Active
= v Robert Fisker robert@steelcorp.nl 5 Normal E‘;‘:;::i‘;?t’ Take action, Analyse ?;;?3;220022551101:):0;1} Active
= v Samuel Loscalzo samuel@steelcorp.nl E)l Normal E:I::;::?;:[’ Take action, Analyse :](;:]3320022550(;;;;3:5) Active
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You can now change the settings of this user.

Click on the “Roles” to select one or more roles that you would like to assign to the user. More
roles can be selected by combining the CTRL button and your mouse.

Roles and Usergroups Roles and usergroups

Select the required role(s) and usergroups [ -
q (s) group: Roles

System Admin
Checklist Admin
Inspect
Take action
Analyse

User groups
Admin all results
Admin all noks

After you have made your selection, save your settings.
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5.3 Create a newrole

The settings for 1 role will apply to all users to whom the role will be assigned.
If you would like to differentiate two inspection roles, you must create an additional role.
This can be done via the settings menu, option my groups, option ‘new role’,

EN v Brad v

@ Ty (e ) Roles & User Groups

B menu

—_
Arole is a group of permissions on system functions of Easy to Inspect. Roles are used to group permissions for easy user management. A user account can be assigned to one or more roles. Roles
2, New user group apply to the data of the user.

For instance, some users may have the permission to delete their inspection reports, but others
don’t.

The default setting in Easy to Inspect is that such is not possible. Then an additional role must be
created in which such is permitted.

In this case, the new role is called ‘Inspect (full rights

Role info Users to whom this role is assigned Permissions

A role grants access to system functions. A user cal one or more roles. Define a unique name for the role. You can add a description of the role.

Name of the role
Inspect (full rights)
Description of the Role

This field may be used to give a description of the role for your future reference.

@ cancel

Itis assigned to Brad, Casper and Samuel

Role info Users to who is role is assigned Permissions

Please choose which users have this role.

Available users elected users

|:.Assilan Leclerg \ |E| Brad |
|/.Mamadou Loupatty ‘ |/\Z| Samuel Loscalzo \|
|;Danie|le Pillitzer ‘ B |i\Z| Casper Lemargue :|

|/ Luke Gray

| Lisa Nielsen

| Robert Fisker

0226 68
D]

| Huw Song-Ta
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In the 39 tab ‘permissions’ the permissions are now all selected.

Don’t forget to save your settings.

Role info Users to whom this role is Permissions

Define what a user with this role may do in the system. A role grants access to system functions. Pleasgfthoose the permissions that apply to this role.

System admin &
The user can manage the organization.
The user can manage and modify the subscription.
The user can create, modify and delete users.
The user can create and manage roles and user groups.
Application &
The user can create, modify and delete chegflists for the organization.
The user can test unpublished checklistg#n the app.
The user can create, change, and delgf organization-specific filters.
The user can create, change, and gflete organization-specific reason codes.
The user can manage automatigfending of inspection report based on filters.
The user can manage autorgflic sending of action reports based on filters.
The user can schedule ayfmatic reminders for inspections.
I ti >
nspectons <

The user can perform inspections via the Mobile App and the Website.
. The user can create actions via the App {automatic background function with the OKNOK or score question, to be set per checklist).
The user can send an email with an action report or inspection report {automatic background function, to be set per checklist).

. The user can read the own inspection data.
The user can create reports of own inspections (including creating PDFs, exporting to Excel, and sending emails)

The user can adjust own inspection results.

The user can delete own inspection results and all the corresponding data.

In the overview of roles, you can now see the newly created role.

Roles

A role is a group of permissions on system functions of Easy to Inspect. Roles are used to group permissions fg#feasy user management. A user account can be assigned to one or more roles. Roles

apply to the data of the user.

System Admin

= v
System Admin
= o Checklist Admin
— Checklist Admin
— Inspect
=V P
inspect
— Take action
=V
Take action
— Analyse
=V v
Analyse
— Inspect (full rights’
= v pect (full rights)
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In the overview of ‘my users’ you can see the new role assigned to the users.

12 10/15 2/30
Selection Normal users Action only users
Name Email User type Roles and usergroups 2-factor I(':r::::::" ed State
— y - Roles: Inspect, Take action, Analyse 01-01-2025 09:36 .
= Vv Assitan Lecl assitan@steelcorp.nl N 1l ' " Acti
= ssitan Leclerq @ pnl 5 orma User groups: (01-01-2025 09:36) ¢

01-01-2025 10:04
v Audrey Whitaker audrey@steelcorp.nl Take actions only  Take actions only Active

(01-01-2025 10:04)

w
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Vp)

>

= Brad brad@steeicorp.ni Normal Roles: System Adn.n‘n‘ Checklist Adrr.\in, Inspect, Take action, Analyse, Inspect (full rights) 01-01-2025 091?2 s
User groups: Admin all results, Admin all noks (01-01-2025 09:32)

= v Casper Lemarque  casper@steelcorp.nl £ Normal User groups: North nalyse, Inspect (fullrights) ?(:{?Jfg:;sus;ifm Active
= v Danielle Pillitzer danielle@steelcorp.nl El, Normal z‘;zs;xzii?" Take action, Analyse ?(:{?(;;—22()22550:;?1:}0) Active
= v Eva Jankoski eva@steelcorp.nl Take actions only  Take actions only ?(:{?;;?2(322551?(;?;4) Active

v Huw Song-Ta huw@steelcorp.ni [ Normal z‘:::;:’::i:?t' Take action, Analyse ?(:1-?(;1-*22022551?(:)?()223 Active
= v Lisa Nielsen lisa@steelcorp.nl E,‘ Normal z‘:::;:’::izft' Take action, Analyse ?(:1-3;1-—2:022551?(;?(:1) Active
= v  LukeGray luke@steelcorp.nl Normal z‘;z’;'r:z‘;:" Take action, Analyse ?J;?Jf;:;;gigﬂ Active

v Mamadou Loupatty mamadou@steelcorp.nl &3 Normal 5::5;3':;:" Admin ?(:f(:f;::ﬁﬂs:;n Active
= v Robert Fisker robert@steelcorp.nl E‘, Normal z::sjg:_:z‘::!' Take action, Analyse ?(:{?(:;_2;:25511000(:” Active
= Vv Samuel Loscalzo samuel@steelcorp.nl E', Normal [ z::s;:_:z‘;:";‘;:f action, Analyse, Inspect (full rights) ] ?(:{?;;?5022550;93;8) Active
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Easy to Inspect

check, report analyse

6 Groups

6.1 Introduction to Groups

Organisations might be divided in multiple functional entities that operate apart from each other
with Easy to Inspect. Because of geographical location, departmental activities etc.

A user with the role Inspect can carry out an inspection, view own inspection reports. The user
with the role Action can create action reports that result from own inspections, execute actions
etc.

But these users of Easy to Inspect do not have access to the reports of other users, and they
cannot read action reports of other users and assign actions of other users.

Several organisations would like department supervisors or coordinator, to have access and even
control of the inspection results and actions of employees within their team. It is possible to do so
with the ‘Group’ function of Easy to Inspect.

Within Easy to Inspect, 2 default user groups “All inspections” & “All Actions” are defined. The
administrator is entitled to view all inspections and actions by default. You can add additional
users, however always 1 Easy to Inspect user must be entitled access to other users’ inspection
reports and actions.

6.2 Create a Group
{g} Settings

@ My checklists

Select “My groups” via the main menu.

My company
E; My subscription

0) My users

— “e> My groups
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The Roles and User Groups screen will display.

@ Easy to Inspect A Roles & user Groups e |
B menu
Roles
&, New role

Avrole is a group of permissions on system functions g Easy to Inspect. Roles are used to group permissions for easy user management. A user account can be assigned to one or more roles. Roles
2, New user group apply to the data of the user.

System Admin
System Admin

-
]
<

‘ Checklist Admin
\ Checkiist Admin

I
<

Inspect
Inspect

Il
<

w

=
S
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w
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>

-~
-
-
1]
<

I
<

A
\\
User groups
\
\

A user group grants access to the inspection data of other users and defines the type of access level (create, read, update, delete). A user group defines wat an entitied user is aliowed to do with the
data of other users (view, edit, delete, etc.). For exampie 1o view, edit, delete results of other members of your team.

’f
Il

= v Admin all results

=V Admin all noks

-
Il

»

Select new user group.

The new User group screen will be displayed. This screen is set up by means of 4 Tabs. Each Tab
requires settings to create a user group.

Start with filling in your User Group’s name. For instance, ‘North’.

After filling in the name go directly to the second Tab, “entitled users”. You only need to save when
you have completed all 4 Tabs.

) Roles & User Groups EN v Brad v

User group info Users who have permissions on other users Permissions Access to Users

A user group grants access to the inspection data of other users and defines the type of access level (create, read, update, delete).

Name of the User Group

[ North

Description of the User Group

This field may be used to give a description of the user group for your future reference.

@ Gancel
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In the second tab “users who have permissions on other users”, you select which users have
permissions on the inspection results and action reports (nonconformities) of the other Easy to
Inspect users that you will assign as group members (tab 4).

In this example; Samuel (the team leader of Team North) and Casper (planner) should have
permission.

You can select the users by Clicking on the ‘arrow’ in the user box.

User group info Users who have permissions on other users Access to Users

The entitled users may use the inspection (and/or action) data from other users as defined in this user group. These users jive access to the inspection data of other users. In the section "Access to
Users"” you define from which users the inspection data may be accessed/used.

w

=
S
a0
S
w
Vp)

>

Available users elected users

‘:/Brad (B} \|

‘. [¥] Samuel Loscalzo

\ Assitan Leclerg E‘ |
\:Mamadau Loupatty B \|
\ Casper Lemarque IZlKI E|
\ Danielle Pillitzer B :| =
\ Luke Gray E‘ |
\ Lisa Nielsen & :|
\: Robert Fisker 5] |
[Huw Song-Ta ©J :|

If you would like to deselect, just click on the arrow in the column of selected users.
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Once you have selected the “entitled users”, you must define what permissions will be granted.
Are these users entitled to read inspection results or are they also entitled to modify inspection
results?

User group info Users who have permissions on other users Permissions Access to Users

Define what the entitled users may do with the inspection data of other users that are assigned to the group. Choose which actions may be done with the inspection data of the other users.

Inspections

L

The user can perform inspections for other users.

. The user can read inspections performed by other users.
The user can create reports of inspections performed by other users (including creating PDFs, exporting, and send emails).

The user can adjust inspection results of inspections done by other users.

w
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The user can delete inspections (and all their corresponding data) done by other users.

Actions

T

The user can assign actions resulting from inspections by other users.
The user can read actions resulting from inspections by other users.

The user can assign actions resulting from inspections by other users.
The user can execute assigned actions.
The user can perform verification of actions.

The user can delete actions resulting from inspections by other users.

@ Cancel

Attention: If a user of Easy to Inspect has no individual right of carrying out inspections (the role
Inspectis not assigned to the user), this user cannot be granted permission regarding inspections
of other users. The same applies to Action permissions.

If this might be the case, first assign the roles to the individual user (see 5.2.2), before you would
grant group-permissions.

Select the permissions by clicking the tick boxes in the Tab “emissions”.

In the above example you see that Casper and Samuel have been granted permission to read
inspection results. They cannot modify or delete an inspection result of other users.
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The last step is to assign users to the group. In this example, Group ‘North’ consists of following
Easy to Inspect users.

Group: North Group: South

w

=
S
o0
S
w
Vp)

>

Samuel Danielle

User group info Users who have permissions on other users Permissions Access to Users

Define from which users the inspection data may be used. Select the users, that will be assigned to this user group. The inspection data of the users that are selected here can be accessed by the
entitled users. E.g. all members of the Maintenance team or all employees of region South (organizational units). This group applies to all users, if no users are selected.

All users

Assitan Leclerg
Audrey Whitaker
Brad

Casper Lemargue
Danielle Pillitzer
Eva Jankoski
Huw Song-Ta

Lisa Nielsen

Luke Gray
Mamadou Loupatty
Robert Fisker

Samuel Loscalzo

@ Gancel

When you are finished, save your settings.
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You can always check your settings by clicking on editing your user groups.

User groups

A user group grants access to the inspection data of other users and defines the type of access level (creal
data of other users (view, edit, delete, etc.). For example to view, edit, delete resuits of other member:

d, update, delete). A user group defines wat an entitied user is allowed to do with the

= v Admin all results
= v Admin all noks
= v North

/7 Edit
‘E{ Delete

If you would like to see, which user has permissions on what user group, you can also check via
the “My user” menu. In our example Casper (and Samuel) are entitled to Group North which is
displayed in the column “Roles and usergroups”.

12 10/15 2/30
Selection | | Normal users | | Action only users
Last updated
Name Email User type Roles and usergroups 2-factor P State
reated)
— N . Roles: Inspect, Take action, Analyse 01-01-2025 09:36
= v assitan@steelcorp.nl ! ' Active
= Assitan Leclerq @ pnl 53 Normal User groups: (01-01-2025 09:36)

v Audrey Whitaker audrey@steelcorp.nl Take actions only ~ Take actions only :]Sf;ff;zs;‘?oo;d] Active

= v Brad brag@steeicorp.ni Normal Roles: System Adn-win, Checklist Adn?in, Inspect, Take action, Analyse 01-01-2025 09:?2 D
User groups: Admin all results, Admin all noks (01-01-2025 09:32)

= v Casper Lemarque casper@steelcorp.nl E‘) Normal 5::2;:2‘:;?&:‘? action, Analyse :]{:‘-l?{:‘-l—zzu{)zzssojgafs) Active

v Danielle Pillitzer danielle@steelcorp.nl E Normal zc::rg;l:fl‘;:t’ Take action, Analyse :];f;f;;zsso‘f;fm Active

= v Eva Jankoski eva@steelcorp.nl Take actions only  Take actions only 01-01-2025 10:04 Active

(01-01-2025 10:04)

Roles: Inspect, Take action, Analyse 01-01-2025 10:02

= v Huw Song-Ta huw@steelcorp.nl E)l Normal User groups: (01-01-2025 10:02) Active
= v Lisa Nielsen lisa@steelcorp.nl 53 Normal 5?;3;:2';2?“ Take action, Analyse ?;f;f;;f;%?;ﬂ Active
= v Luke Gray luke@steelcorp.nl 57 Normal 51?;:2';2?“ Take action, Analyse ?;f;f;;f;g::ﬂ Active
= v Mamadou Loupatty mamadou@steelcorp.nl &3 Normal 5:':2?::;’:1 Admin :Ef;f;;;ﬁo(f;;) Active
= v Robert Fisker robert@steelcorp.nl &7 Normal 5:';3;::‘;:“ Taka actin, Analyse :);;?;;?2‘1022551‘?0031) Active

v Samuel Loscalzo samuel@steelcorp.nl £ Normal 5:22;:2‘;:‘&:;’:‘& action, Analyse ?;f;f;;:sos;sm Active
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